
The new security enhancement for Online and Mobile Banking is now live. This new security 
enhancement uses a different form of multi-factor authentication. When you log into Online Banking or 
Mobile Banking, your Personal Image will no longer be utilized. Instead, a more sophisticated security 
challenge process will authenticate your identity when logging in. The system will ask for a confirmation 
code sent via text/SMS or automated phone call, to sign in.  
 

  
How will the new secure login verify my identity? 

Here's an example of the identity verification screen you will encounter after entering your Online Banking 
username and password. Your current username and password will not change with this upgrade. You will 
be prompted to select a phone number on file to receive either a text message from 363-97 or an automated 
voice call from 669-241-2767. Please note that additional users on your account will need to ensure that 
they have set up their own Online or Mobile Banking login prior to the launch for the text/SMS or phone 
challenges to appear. 

 

 
As the text is sent or the call is made, you will be prompted to enter a six digit code. Input this code and 
select submit.  



 

You will then be prompted to set up new security questions. Once these questions are successfully set up, 
you will be taken to the Online Banking home screen. 

 

 

 

What if I can't be reached at any of these numbers? Can I still be 
verified? 



Yes, you can still be verified. Select the "I can't be reached at any of these numbers" option. You will be 
presented with knowledge-based authentication questions. You must answer these questions to pass the 
verification. 

 

 



 

As the same with the text/SMS or call verification, you will then be prompted to set up new security 
questions. Once these questions are successfully set up, you will be taken to the Online Banking or Mobile 
Banking home screen.  

 

 


